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your information, and provide you with immediate assistance from a dedicated team of fraud
resolution representatives should you ever need help.

Your complimentary 12-month Triple Advantage membership includes:

B A free copy of your Experian, Equifax and TransUnion credit reports

B Daily monitoring and timely alerts of any key changes to your credit reports—so you
know when there is any activity that you should be made aware of such as
notification of new inquiries, newly opened accounts, delinquencies, public records
or address changes

B  Unlimited, on-demand access to your Experian credit report and PlusScore®™ for the
duration of your membership.

B Toll-free access to a dedicated team of fraud resolution representatives who will help
you investigate each incident; contact credit grantors to dispute charges, close
accounts if necessary, and compile documents; and contact all relevant government
agencies

H  $25,000 in identity theft insurance coverage ($10,000 for New York state residents)
with zero deductible provided by Virginia Surety Company, Inc. for certain identity
theft expenses*

Activate your membership today for immediate protection at
http://partner.consumerinfo.com/premium
Or call (866) 252-0121 to register with your activation code listed above.

You have one hundred and fifty (150) days to activate this membership, which will then continue
for 12 full months.

Once your enrollment in Triple Advantage is complete, you should carefully review your credit
reports for inaccurate or suspicious items. If you have questions about Triple Advantage, need
help understanding something on your credit report or suspect that an item on your credit report
may be fraudulent, please contact Experian’s customer care at (866) 252-0121.

In addition to the above, we have enclosed a document entitled “Steps to Consider to Protect
Yourself from Identity Theft” as another resource for you.

We sincerely apologize for this incident, regret any inconvenience it may cause you, and
encourage you to take advantage of the free credit monitoring product outlined herein. Should
you have questions or concemns regarding this matter and/or the protections available to you,
please do not hesitate to contact us at 1-877-825-0722.

Sincerely,

T-Mobile

* Insurance coverage is not available in US oversees Commonwealth or Territories (i.e. Puerto
Rico).
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Steps to Consider to Protect Yourself from Identity Theft

Implement password protection for your personal accounts, including your T-Mobile accounts, if you
have not done so already. Pick a password someone cannot easily guess, and do not share your
password or your account information with others. For information for T-Mobile customers and help
regarding account online passwords, you can update your T-Mobile profile at www.t-mobile.com or
contact a customer service representative at 1-800-T-MOBILE.

You may wish to place a fraud alert with the three major credit bureaus. A fraud alert lets creditors
know to contact you before opening new accounts in your name. You can call any ore of the three
credit bureaus at the number below to place a fraud alert on your credit file, and they will contact the
other two on your behalf. You may also contact them to order a complimentary credit report.
Additionally, some states allow residents to place a “freeze™ on their credit file with the credit bureau.

Experian Equifax TransUnion

P.O Box 2002 P.O Box 740241 P.O Box 390

Allen, TX 75013 Atlanta, GA 30374 — 0241 Springfield. PA 18064-0390
888-397-3742 800-525-6285 800-680-7289

Review your credit report carefully. Look for accounts you did not open. Look for inquiries from
creditors that you did not initiate. Look for personal information that is inaccurate, such as home
address and Social Security number. If you see anything that is incorrect, or that you do not
understand, call the credit bureau. You may want to check your credit report periodically for the next
year. If you notice incorrect or suspicious credit card activity, you may want to contact your credit
card company directly to request that a fraud flag be placed on your account or, alternatively, that they
close your current account and open a new one in its place.



